Załącznik nr 6

|  |  |
| --- | --- |
| …………………………………………………………………………  (nazwa Wykonawcy) |  |

**Oświadczenia Wykonawcy o zachowaniu poufności Informacji Sensytywnych**

Oświadczam(y), że zobowiązuję(my) się:

a) do wykorzystania wszelkich informacji sensytywnych przekazanych lub udostępnionych przez ENEA Operator Sp. z o.o. jedynie do celów przeprowadzenia niniejszego postępowania o udzielenie Zamówienia oraz nieudostępniania ich osobom trzecim ani niepublikowania w jakiejkolwiek formie w całości lub części,

b) informacje sensytywne odpowiednio zabezpieczyć, chronić w trakcie przeprowadzenia niniejszego postępowania o udzielenie Zamówienia,

c) informacje sensytywne odpowiednio zabezpieczyć, chronić lub trwale zniszczyć (tj. również trwale usunąć z systemów teleinformatycznych) albo zwrócić natychmiast po zakończeniu niniejszego postępowania o udzielenie Zamówienia.

|  |  |
| --- | --- |
|  |  |
| miejscowość i data | Pieczęć i podpis Wykonawcy |

Załącznik nr 7

|  |  |
| --- | --- |
| …………………………………………………………………………  (nazwa Wykonawcy) |  |

**Wykaz sensytywnych informacji**

* + - 1. Do sensytywnych informacji, dotyczących użytkowników systemu oraz potencjalnych użytkowników systemu, należą w szczególności informacje dotyczące:

1. wielkości mocy umownej,
2. danych odczytowych urządzeń pomiarowych mocy i energii elektrycznej,
3. zużycia energii elektrycznej i struktury jej poboru,
4. umownych ograniczeń występujących w dostarczaniu energii elektrycznej,
5. terminów płatności faktur i okresów rozliczeniowych,
6. zadłużenia i windykacji należności,
7. historii płatności,
8. indywidualnie wydane techniczne i finansowe warunki przyłączenia do sieci z wyłączeniem informacji określonych w art. 7 ust. 8l Ustawy Prawo energetyczne,

ekspertyzy wpływu przyłączania do sieci elektroenergetycznej urządzeń, instalacji lub sieci wytwórczych i odbiorczych na System.

|  |  |
| --- | --- |
|  |  |
| miejscowość i data | Pieczęć i podpis Wykonawcy |

**Załącznik nr 8**

**Oświadczenie**

Oświadczam(y) że, firma .………………………………… z siedzibą przy ………………………………………………   
w ………………………………………….., reprezentowana przez ……………………………………………………………. oraz………………………………………………………………………. zobowiązuje się:

1. do wykorzystania wszystkich informacji wynikających z dokumentów Zamawiającego o nazwie:
2. ***Dokumentacja projektowa.(tj. Załącznik nr 13 do WZ)***

- tylko i wyłącznie do celów przeprowadzenia niniejszego postępowania o udzielenie zamówienia oraz nieudostępniania ich osobom trzecim ani niepublikowania w jakiejkolwiek formie w całości lub części przez czas nieograniczony,

1. odpowiednio zabezpieczyć, chronić oraz zniszczyć lub zwrócić natychmiast po przeprowadzeniu niniejszego postępowania o udzielenie zamówienia (tj. również trwale usunąć z systemów informatycznych), uzyskane od Zamawiającego informacje związane z dokumentem wskazanym w pkt 1 powyżej.

|  |  |
| --- | --- |
|  |  |
| miejscowość i data | Pieczęć imienna i podpis przedstawiciela(i) Wykonawcy / imię i nazwisko przedstawiciela Wykonawcy (w przypadku stosowania kwalifikowanego podpisu elektronicznego) |

**Załącznik nr 9**

|  |  |
| --- | --- |
| …………………………………………………………………………  (nazwa Wykonawcy) |  |

**Upoważniam**

Niniejszym upoważniam, Panią/a ……………………….[[1]](#footnote-1), legitymującego się numerem i serią dowodu tożsamości …………………….., zatrudnionego w Spółce ……………………………………………………………………………….. z siedzibą …………………………………………………….. do wglądu do dokumentów:

1. ***Dokumentacja projektowa.(tj. Załącznik nr 13 do WZ)***

– tylko i wyłącznie do celów przeprowadzenia postępowania nr **RPUZ/G/0322/2025/OD/ZIR/RI**,   
pn. „**OD Gorzów; Przebudowa sieci SN relacji Trzciel Obra - Kierunek A2”.**

Proszę o przesłanie ww. dokumentów na imienny adres poczty elektronicznej: …………………………………………

Hasło proszę przekazać na nr telefonu:………………………………………………………………………………………………………..

oświadczam, że ww. adres e-mail należy do osoby upoważnionej i zobowiązanej, do którego nie mają dostępu osoby inne niż upoważnione przez Wykonawcę.

**UWAGA:**

Dokumenty zostaną udostępnione Wykonawcy na adres poczty elektronicznej. Wymagane jest podanie imiennego adresu e-mail osoby upoważnionej i zobowiązanej do zachowania poufnego charakteru informacji zawartych w ww. dokumentach. Niedopuszczalne jest podanie przez Wykonawcę adresu e-mail, do którego mają dostęp osoby inne niż upoważnione przez Wykonawcę.

|  |  |
| --- | --- |
|  |  |
| miejscowość i data | Pieczęć imienna i podpis przedstawiciela(i) Wykonawcy / imię i nazwisko przedstawiciela Wykonawcy (w przypadku stosowania kwalifikowanego podpisu elektronicznego) |

*(\*) Niepotrzebne skreślić*

**ZOBOWIĄZANIE**

Ja, ………………………………………… legitymująca / cy się numerem i serią dowodu tożsamości ……………………..[[2]](#footnote-2), zobowiązuję się do nieudostępniania treści i nazwy dokumentów:

1. ***Dokumentacja projektowa.(tj. Załącznik nr 13 do WZ)***

osobom trzecim ani niepublikowaniaw jakiejkolwiek formie w całości lub części przez czas nieograniczony, a także do odpowiedniego zabezpieczenia, chronienia oraz zniszczenia lub zwrócenia natychmiast po przeprowadzeniu postępowania pn. „**OD Gorzów; Budowa linii kablowej SN relacji Muchocin-Stryszewo”** (tj. również trwałego usunięcia z systemów informatycznych), uzyskanych od Zamawiającego informacji związanych z dokumentem wskazanym powyżej.

|  |  |
| --- | --- |
|  |  |
| miejscowość i data | Pieczęć imienna i podpis /imię i nazwisko osoby upoważnionej (w przypadku stosowania kwalifikowanego podpisu elektronicznego) |

UWAGA !!!

Informacje Enea Operator Sp. z o.o. zawarte w przekazanych dokumentach mogą stanowić informacje poufne w rozumieniu art. 154 ustawy z dnia 29 lipca 2005r. o obrocie instrumentami finansowymi oraz tajemnicę przedsiębiorstwa w rozumieniu art. 11 ust. 4 ustawy z dnia 16 kwietnia 1993r. o zwalczaniu nieuczciwej konkurencji, których m.in. nieuprawnione ujawnienie, wykorzystanie lub dokonywanie rekomendacji na ich podstawie wiąże się z odpowiedzialnością przewidzianą w powszechnie obowiązujących przepisach prawa, w tym odpowiedzialnością karną.

**Załącznik nr 10**

**Oświadczenie Wykonawcy**

Przystępując do udziału w postępowaniu o udzielenie zamówienia nr **RPUZ/G/0322/2025/OD/ZIR/RI**, którego przedmiotem jest:

**OD Gorzów; Przebudowa sieci SN relacji Trzciel Obra - Kierunek A2**prowadzonego w trybie otwartym,

oświadczam, iż:

…………………………………………

***(nazwa Wykonawcy)***

stosuje rozwiązania organizacyjne Systemu Zarządzania Bezpieczeństwem Informacji oparte o system zarządzania wg. PN-EN ISO/IEC 27001:2017 oraz wyraża zgodę na weryfikację wymagań przez Zamawiającego.

Informuje o stosowaniu co najmniej następujących rozwiązań:

| **OBSZAR ROZWIĄZAŃ** |
| --- |
| ***ORGANIZACYJNO-PRAWNY i ZASOBÓW LUDZKICH*** |
| 1. Wprowadzono polityki/procedury/instrukcje zapewniające adekwatny poziom bezpieczeństwa |
| 1. Przypisano odpowiedzialności w zakresie bezpieczeństwa do konkretnych ról/stanowisk/osób |
| 1. Będzie się informować Zamawiającego o incydencie naruszenia bezpieczeństwa, jeśli dotyczyć on będzie usług wykonywanych dla Zamawiającego |
| 1. Stosuje się formalny program podnoszenia świadomości użytkowników w zakresie bezpieczeństwa (np. szkolenia) |
| 1. Formalnie klasyfikuje się informację i postępuje z informacją zgodnie z przyjętym poziomem jej ochrony |
| 1. Mamy świadomość jakie usługi Zamawiającego mają być świadczone w określonych krytycznych ramach czasowych na wypadek katastrofy/awarii. Dostawca dba o aktualne procedury w sytuacjach awaryjnych. |
| 1. Umowy o zachowaniu poufności są podpisywane przed ujawnieniem informacji poufnych współpracownikom |
| ***TELEINFORMATYCZNY i FIZYCZNO-ŚRODOWISKOWY*** |
| 1. Kontroluje się dostęp do bezpiecznych obszarów, np. zarządzanie dystrybucją kluczy (zarówno fizyczną, jak i elektroniczną), dzienniki papierowe/elektroniczne, monitorowanie drzwi obiektów, dostęp do serwerowni itp. |
| 1. Stosuje się systemy antywłamaniowe w miejscach przechowywania urządzeń zabezpieczeń i telemechaniki oraz IT na potrzeby realizacji zadania |
| 1. Nie będzie się podłączać niedozwolonych urządzeń bez zgody Zamawiającego do sieci LAN Zamawiającego (za wyjątkiem dostępu jako gość) |
| 1. Nie będą wykorzystywane chmury publiczne (np. AWS, GCP, Azure) i publiczne zasoby plikowe (np. DropBox, Google Drive, OneDrive) do wykonywania zadań powierzonych przez Zamawiającego |
| 1. Stosuje się ochronę przed wirusami, spamem i malware w systemach wykorzystywanych do realizacji zlecenia |
| 1. Stosuje się zasadę nie korzystania z urządzeń prywatnych do celów służbowych |
| 1. Stosuje się zasadę nie korzystania ze służbowy laptopów i urządzeń mobilnych, wykorzystywanych do realizacji zlecenia, do celów prywatnych |
| 1. Przesyłając pliki z informacją chronioną szyfruje się je zabezpieczając możliwie silnym hasłem. Hasła do plików są przesyłane innym kanałem niż plik. |
| 1. Zabezpiecza się lub szyfruje poufne informacje na laptopach i urządzeniach mobilnych (partycje lub dyski) |
| 1. Systemy operacyjne i kluczowe aplikacje na wykorzystywanych urządzeniach posiadają ważne wsparcie producenta przynajmniej w okresie świadczenia usługi dla Zamawiającego |
| 1. Niezwłocznie wdraża się krytyczne zabezpieczenia w celu ochrony przed podatnościami |
| 1. Urządzenia i oprogramowanie, dostarczane w związku z realizacją zadania, zabezpieczone są przed dostępem osób trzecich na adekwatny poziomie do ryzyka ich kradzieży, modyfikacji lub podmiany, są fabrycznie nowe z najnowszą dostępną wersją oprogramowania firmware oraz oprogramowania systemowego, a tam gdzie to możliwe w oryginalnych nienaruszonych opakowaniach. |

|  |  |
| --- | --- |
|  |  |
| miejscowość i data | Podpis przedstawiciela(i) Wykonawcy |

1. Nie jest wymagane w przypadku stosowania kwalifikowanego podpisu elektronicznego [↑](#footnote-ref-1)
2. Nie jest wymagane w przypadku stosowania kwalifikowanego podpisu elektronicznego [↑](#footnote-ref-2)